Cyber security is especially important for people who work remotely.

- Don’t store sensitive information or passwords on mobile devices, including laptops.
- Be cautious about working with sensitive information over wireless. Most wireless is not encrypted, so others could potentially see your passwords or what you are doing.
- Set devices to “ask” before joining networks so you don’t unknowingly connect to insecure wireless networks.
- Don’t work with sensitive information from a non-University computer unless you can ensure the computer meets UCR’s security requirements.

Questions? Need assistance?
Contact the Computer Support Group:
helpdesk@ucr.edu • http://cnc.ucr.edu/csg/ • (951) 827-3555

Cyber Security at UC Riverside: http://cnc.ucr.edu/security