Deceptive emails often include links to websites that look legitimate, but are really harmful. Instead of clicking on an unknown or unsolicited link, look up the website on your own (using a search engine such as Google or Yahoo) and go there independently.

Questions? Need assistance?
Contact the Computer Support Group:
helpdesk@ucr.edu • http://cnc.ucr.edu/csg/ • (951) 827-3555
Cyber Security at UC Riverside: http://cnc.ucr.edu/security